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Abstract 
 

Arrangements of closely coupled UHF RFID tags are 

common in the industrial labelling and sensing of vaccines, 

and of stacks of small objects in general. The mismatch 

effect of coupling can be mitigated by the new family of 

auto-tuning ICs having a dynamic internal impedance. A 

network model is here introduced for the first time with the 

purpose to predict the response of sets of coupled auto-
tuning tags. The analytical model reduces to a closed form 

description of the tags retuning capability in the particular 

case of two items in symmetric arrangement. Preliminary 

experimentations corroborate the theoretical dynamic 

responses of the ICs w.r.t. variable inter-tag distance. The 

model can be useful for a better understanding of the 

potentiality of this class of devices and to optimize their 

performance for advanced identification and sensing. 

 

1 Introduction 
 

Dense distributions of electronic labelled objects by means 

of Radiofrequency Identification (RFID) tags working in 

the UHF band (860-960 MHz) occur in several industrial 

scenarios, like the cold chain of vaccines (Fig. 1.a) [1],[2], 

apparel [3] and stacks of documents [4]. The resulting 

electromagnetic coupling may cause impedance mismatch 

and, more in general, a degradation of performance [5]. The 
recently introduced new family of auto-tuning RFID ICs 

[6],[7],[8] partially mitigate this problem by resorting to an 

automatic retuning of the internal impedance to partially 

compensate the variation of the local boundary conditions. 

This happens when the tag interacts with different 

materials [9] or when it is placed on different body regions 

and different users [10] (in the case of Epidermal RFID 

tags [11]). In this way, the power the antenna delivers to 

the IC is kept stable, thus making the communication 

performance rather insensitive with respect to slight 

modifications of the nearby environment. Moreover, the 

retuning process also returns an integer indicator that 
provides information on the retuning effort. This number 

can be also used as an indirect metrics to sense the 

dielectric change of the tagged object or of the local 

environment, such as in the recognition of liquid 

compounds [12] or of the nearby materials [13]. 

 A general theoretical electromagnetic model of the 

auto-tuning RFID ICs has been presented in [12] for the 

case of a single-chip tag, and further developments can be 

found in [9] for near-field reader-to-tag communication. 

However, estimating the response of multiple auto-tuning 

tags placed at a near-field distance, where the inter-antenna 
coupling can not be neglected, is still an open challenge.  

 Electromagnetic coupled RFID tags can be regarded as 

a multiport scatterer. They were first investigated in [14] 

and [15], and applied to multi-sensing purposes in [16] and 
[17]. However, the available models are limited to RFID 

ICs with static impedance, and hence they do not apply to 

auto-tuning chips, whose input impedance is instead the 

result of the inter-tag coupling itself. 

 This paper addresses for the first time the formulation 

of the auto-tuning effects when the behavior of each chip 

is dependent on closely interacting ones. Formulas for the 

case of two coupled antennas are deduced by the theory of 

multi-port scatterers and some preliminary results permits 

to get more inside the phenomenon. 
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Figure 1. (a) An example of close coupled multitude of 

RFID tags over vaccines [18]. (b) Schematic representation 

of a two-tags antenna system, with esplicit depiction of the 

internal matching network of the connected auto-tuning 

ICs. 

 

2 Auto-tuning Model for Coupled RFID Tags 
 

With reference to Fig. 1.b, let 𝑌𝐼𝐶,𝑛 = 𝐺𝐼𝐶,𝑛 + 𝑗𝐵𝐼𝐶,𝑛(𝑠) 

denote the dynamic admittance of the IC at the 𝑛-th port, 

and 𝑌𝑛
𝑖𝑛(𝜓) = 𝐺𝑛

𝑖𝑛(𝜓) + 𝑗𝐵𝑛
𝑖𝑛(𝜓) the input admittance of 

the 𝑛-th tag antenna. The latter depends on an external 

parameter 𝜓(𝑡), which is intended as a variable boundary 

condition that affects the antenna performance due to an 



alteration of the antenna-IC impedance matching. To 

mitigate this effect, an auto-tuning IC includes a varactor 

device in the analog front-end that can be modelled as a 

parallel of a fixed resistance and a variable capacitor, which 

in turn can be seen as a switchable ladder of 𝑁 identical 

capacitors. Starting from a minimum value 𝐶𝐼𝐶,0 , the 

overall capacitance is modulated with incremental steps 

𝐶𝐼𝐶,𝑠𝑡𝑒𝑝 according to the law 𝐶𝐼𝐶(𝑠𝑛) = 𝐶𝐼𝐶,0 + 𝑠𝑛  𝐶𝐼𝐶,𝑠𝑡𝑒𝑝, 

where 𝑠𝑛  is the number of the connected equivalent 

capacitors in each IC equivalent tuning scheme. Thanks to 

this internal logic, the chip dynamically reconfigures its 

own susceptance in order to compensate the varying 

antenna’s susceptance, so that: 
 

|𝐵𝐼𝐶,𝑛(𝑠𝑛) + 𝐵𝑛
𝑖𝑛(𝜓)| = 0 . (1) 

 

By inverting (1), the retuning indicator 𝑠𝑛  is found to be 

directly proportional to 𝐵𝑛
𝑖𝑛(𝜓): 

 

𝑠𝑛(𝜓) = 𝑆𝑚𝑖𝑛 +                                                            

+𝑛𝑖𝑛𝑡 [−
1

𝐶𝐼𝐶,𝑠𝑡𝑒𝑝

 (𝐶𝐼𝐶(𝑆𝑚𝑖𝑛) +
𝐵𝑛

𝑖𝑛(𝜓)

𝜔
)] . 

(2) 

 

This parameter, also denoted as sensor code, is returned by 

the tag following a standard RFID query. Eq. (2) includes 

the constraint 𝑆𝑚𝑖𝑛 ≤ 𝑠𝑛 ≤ 𝑆𝑚𝑎𝑥  that is specific of the 

particular IC implementation. Namely, a saturation of the 

sensor code value occurs outside this range, and the 

retuning effort of the chip becomes ineffective. The sensor 

code, in general, varies depending on the geometrical 

arrangement of the tags and on the proximity to other 

objects [19], [20], and provides information on the 

matching extent of the set of ICs of the multichip system. 

Furthermore, when coupled tags are involved, the input 

susceptance of the 𝑛-th antenna not only depends on the 
whole multi-tag arrangement and the local environment, 

but also on the other ICs’ susceptance. 

 

 
Figure 2. Norton equivalent model of a generic 𝑁 -port 

system of an arrangement of close RFID tags, where the 
incident field emitted by the reader is accounted for by 

means of the equivalent Norton short-circuit current 

generators 𝐼𝑛
𝑆𝐶  as in [21]. 

 

 

1 For duality from [14], the normalized 𝑛-th port gain is 𝑔𝑛 = √𝐺𝑛𝑛 𝐺𝑛(𝑟̂) 𝜒𝑛  / 𝜂0  𝑒𝑗Φ𝑛(𝑟̂), where 𝐺𝑛𝑛 is the 𝑛-th port self-conductance, 𝐺𝑛 is the 𝑛-th port 

gain, and 𝜒𝑛 = |ℎ̂𝑛 ∙ ℎ̂𝑅|
2
 and Φ𝑛 = 𝑎𝑛𝑔𝑙𝑒(ℎ̂𝑛 ∙ ℎ̂𝑅) are the amplitude and the phase of the reader-port polarization mismatch, respectively. 

3 Coupled RFID Tags 
 

To predict the sensor code values 𝑠𝑛  in the case of coupled 

tags, an expression of the active input admittance 𝑌𝑛
𝑖𝑛  of 

each port is required in (2). Closely coupled tags can be 

modeled as an 𝑁 -port system [14]. However, since the 

auto-tuning equation applies to susceptances, the original 

formulation should be rewritten in terms of admittances by 

resorting to the Norton equivalent model (Fig. 2). Overall, 
the port's terminations are accounted for by a diagonal 

matrix 𝒀𝑰𝑪 = 𝑮𝑰𝑪 + 𝑗𝑩𝑰𝑪 = 𝑑𝑖𝑎𝑔(𝑌𝐼𝐶,1, … , 𝑌𝐼𝐶,𝑁), and the 

general N-port system collecting the interrogating 

electromagnetic field is modeled by the 𝑁 × 𝑁 admittance 

matrix 𝒀 = 𝑮 + 𝑗𝑩. By exploiting duality from [14], the 

most general formula of the input admittance at port 𝑛 is: 
 

𝑌𝑛
𝑖𝑛 = ∑ 𝑌𝑛𝑘

[𝒀𝑮
−1]𝑘 ∙ 𝒈

[𝒀𝑮
−1]𝑛 ∙ 𝒈

𝑁

𝑘=1

 , (3) 

 

where [𝒀𝑮
−1]𝑛 indicates the 𝑛-th row of the inverse of the 

system admittance matrix 𝒀𝑮 = 𝒀 + 𝒀𝑰𝑪  and 𝒈  is the 

column vector of the normalized port gains1 which groups 

the parameters of the system. It is worth noticing that the 

presence of the admittance matrix 𝒀𝑮  in the input 

admittance expression (3) produces a significant 

complication of the auto-tuning model with respect to the 

single-port case. In fact, the admittance matrix 𝒀𝑮  is 

affected by both the external boundary conditions 𝜓 (e.g. 

the presence of several tagged items) and by the adaptive 

variations of each chip's admittance by means of the sensor 

code 𝑠𝑛(𝜓): 
 

𝒀𝑮(𝜓) = 𝒀(𝜓) + 𝒀𝑰𝑪(𝒔(𝜓)) . (4) 
 

𝒔(𝜓) indicates the vector of the sensor codes, i.e. the status 

of the coupled ICs. As a consequence, the same entangled 

dependence falls back also for the input admittance 𝑌𝑛
𝑖𝑛 

seen at the 𝑛-th port. Hence, in the most general case, the 

sensor codes 𝑠𝑛  will be the result of a non-linear system of 

equations. 

 

4 Two-Port Periodic RFID Grids 
 

For the sake of simplicity, a two-port planar RFID Grid 

(𝑁 = 2) is first considered. The following hypotheses are 

assumed: 

(a) – The tags arrangement lays on a plane and the reader 

beam is in broadside with respect to the plane hosting the 

tags. In this case, the normalized port gain vector 𝒈 

becomes a vector with identical entries: 

𝑔1 = 𝑔2 = 𝑔 . 

(b) – The matrix 𝒀 is symmetric, hence the network ports 

have equal mutual admittances: 

𝑌12 = 𝑌21 = 𝑌𝑀  . 



(c) – The arrangement of tags shows some periodicity 

(even if it consists of only two elements), hence the 

network ports have equal self-admittances: 

𝑌11 = 𝑌22 = 𝑌𝑆 . 
(d) – Provided that the system is planar, fully symmetric 

and broadside illuminated (as required by the previous 

hypotheses), the two ICs will act the same way when only 

two ports are present. The ICs’ admittances will be 

therefore the same even during the automatic retuning: 

𝑌𝐼𝐶,1 = 𝑌𝐼𝐶,2 = 𝑌𝐼𝐶  . 
 

Accordingly, the two-port system admittance matrix 𝒀𝑮 

reduces to: 
 

𝒀𝑮 = [ 
𝑌𝑆 + 𝑌𝐼𝐶 𝑌𝑀

𝑌𝑀 𝑌𝑆 + 𝑌𝐼𝐶
 ] . (5) 

 

This matrix becomes circulant [22], namely each row 

vector is rotated one element to the right w.r.t. the 

preceding one. For such family of matrices, the sum of the 

elements of each row or column is a constant: 𝑠𝑢𝑚[𝒀𝑮] =
𝑐𝑜𝑛𝑠𝑡. As a consequence, also thanks to Hp. (a), the input 

admittance at each port from (3) simplifies to: 
 

𝑌𝑛
𝑖𝑛 = ∑ 𝑌𝑛𝑘

𝑁

𝑘=1

= 𝑌𝑆 + 𝑌𝑀  ,    ∀𝑛 . (6) 

 

Note that, in the simple case of a periodic arrangement of 

two tags, the cross-reference between the two ICs vanishes, 

and the input admittance (6) becomes virtually independent 

on the ICs status. Therefore, the calculation of the port 

sensor codes (2) becomes immediate, as trivially from (6) 

𝐵𝑛
𝑖𝑛 = 𝐵𝑆(𝜓) + 𝐵𝑀(𝜓) , ∀𝑛, so that: 

 

𝑠𝑛(𝜓) = 𝑆𝑚𝑖𝑛 +                                                           

+𝑛𝑖𝑛𝑡 [−
1

𝐶𝐼𝐶,𝑠𝑡𝑒𝑝

 (𝐶𝐼𝐶(𝑆𝑚𝑖𝑛) +
𝐵𝑆 + 𝐵𝑀

𝜔
)] . 

(7) 

 

Instead, by removing the hypothesis of periodicity (i.e. tags 
randomly displaced), the two input admittances are 

different and the sensor codes {𝑠1, 𝑠2} are the solution of 

the following non-linear system of 3𝑟𝑑  degree equations: 
 

{
𝑎1𝑠1𝑠2

2 + 𝑎2𝑠2
2 + 𝑎3𝑠1𝑠2 + 𝑎4𝑠1 + 𝑎5𝑠2 = 𝑎6     

𝑎7𝑠1
2𝑠2 + 𝑎8𝑠1

2 + 𝑎9𝑠1𝑠2 + 𝑎10𝑠1 + 𝑎11𝑠2 = 𝑎12

, (8) 

 

where the multiplicative constants {𝑎1(𝜓), … , 𝑎12(𝜓)} are 

only dependent on the changes in the boundary conditions 

 

        
                     (a)                                         (b) 

Figure 3. (a) Axzon’s RFM3200-AER inlay tags [6]. (b) 

Two-tags Grid configuration. 

𝜓(𝑡). The system (8) admits multiple solutions, but only 

those for 𝑆𝑚𝑖𝑛 ≤ 𝑠𝑛 ≤ 𝑆𝑚𝑎𝑥   can be considered physically 

valid. In case more than a single couplet of solutions should 

be compatible with above conditions, following energy 
considerations, we conjecture that the most probable state 

of the ICs is the one corresponding to the smallest sensor 

code values, as the retuning mechanism is generated by a 

voltage increase at the internal varactor terminal, generated 

by the harvested energy. 

 

5 Numerical Analysis 
 

The above model is here applied to a set of two Axzon’s 

RFM3200-AER tags [6] (Fig. 3.a), arranged in a symmetric 

configuration as in Fig. 3.b. They are dipole-like inlay tags 

(also enabled for temperature sensing), mounting the 

Magnus S3 IC [23], whose electrical parameters are: 𝐺𝐼𝐶 =
0.482 𝑚𝑆 , 𝐶𝐼𝐶,0 = 1.9 𝑝𝐹 , 𝐶𝐼𝐶,𝑠𝑡𝑒𝑝 = 3.1 𝑓𝐹 , 𝑆𝑚𝑖𝑛 = 80, 

𝑆𝑚𝑎𝑥 = 400. The two tags are measured in air (using a 

polystyrene support). The variable physical parameter 𝜓 is 

the IC-to-IC distance 𝑑, which is changed between 16 𝑚𝑚 

and 121 𝑚𝑚 , with a 5 𝑚𝑚  pace. The interrogating 

linearly polarized antenna is a Voyantic log-periodic wide 

band antenna (AN-FF-WB) and is connected to the Jadak 

ThingMagic USB Pro reader. The same arrangement is also 

reproduced numerically by using CST Microwave Studio 
2019 to evaluate the network matrix and hence estimate the 

sensor codes. Fig. 4.a shows the simulated input 

susceptance of the tags at 870 MHz. For very short inter-

tag distance, the susceptance is rather disturbed w.r.t. to the 
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          (b) 

 

Figure 4. (a) Simulated input susceptance of the two-tags 

system in comparison with that of a stand-alone tag. The 

gray band indicates the range of the susceptance that can 

be retuned by the IC. (b) Simulated and measured sensor 

codes of the two-tags when the inter-antenna distance d is 

increased. Gray band indicates the useful range of the 

sensor code, before saturation. 



standalone-tag configuration, by the effect of the 

electromagnetic coupling. In particular, for 𝑑  close to 

2 𝑐𝑚  there is a peak that goes outside the retuning 

capability of the chip. The corresponding simulated and 
measured sensor codes are presented in Fig. 4.b, also in 

comparison with the standalone tags. It is possible to see 

that both the measured sensor codes of the two tags exhibit 

a variation with the distance, in agreement with the 

numerically found profile of the susceptance. This 

variation reduces as the distance increases. It is worth 

noticing that the asymptotic values (isolated tags) are 

different for the two tags, due to inter-IC variability of the 

auto-tuning mechanism. The simulated behavior 

reproduces a similar profile as in the measurement, with 

correct asymptotic values. However, it tends to 
overestimate the effect of the mismatching, thus returning 

a higher variation of the sensor code for very short inter-

tag distance. 

 

6 Conclusions 
 

A network model for electromagnetic coupled auto-tuning 
RFID tags has been presented, together with a preliminary 

numerical and experimental analysis. In the particular case 

of two tags in symmetric arrangement, the retuning effect 

can be predicted by closed form explicit formulas. The 

theoretical findings have been partly corroborated by 

preliminary experimentations, even if the model needs to 

be further refined to avoid over estimation of coupling 

effects.  

Advances of the model, further experiments and the 

extensions to multiple tags will be shown at the conference. 
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